**360漏洞2023-08-09**

**傲盾信息安全管理系统前台远程命令执行漏洞**

**漏洞标签**

**漏洞基本信息**

CVE编号：暂无

CNVD编号：暂无

CNNVD编号：暂无

其他SRC编号：暂无

攻击方式：暂无

漏洞类型：网络

漏洞等级：严重

CNVD等级：暂无

CNNVD等级：暂无

所属厂商：北京傲盾软件有限责任公司

组件分类：Web

二级分类：傲盾 信息安全管理系统

利用复杂度：暂无

利用权限要求：暂无

KEV：否

发布时间：2023-08-09

发现时间：2023-08-09

公布时间：2023-08-09 20:05:38

CVSS评分：暂无

评分向量：暂无

**受影响版本**

傲盾 信息安全管理系统-傲盾 信息安全管理系统  
<=7.1.7.24

**漏洞描述**

傲盾信息管理系统是针对IDC/CDN/互联网资源协作服务的信息安全管理系统。傲盾信息管理系统中存在远程命令执行漏洞，漏洞原因在于  
  
/user\_management/sichuan\_login 登录接口未对数据接受数据进行校验，未授权攻击者可以利用此漏洞执行任意远程命令。

**临时防护方案**

1、 加强系统和网络的访问控制，修改防火墙策略，不将非必要服务暴露于公网；2、 在公网部署的傲盾信息安全管理系统，通过ACL禁止外网对“user\_management/sichuan\_login”路径的访问，注意这可能对正常业务造成影响；3、 对傲盾信息安全管理系统服务器上的网站后门文件进行及时查杀。

**正式防护方案**

傲盾官方已修复该漏洞，为避免用户遭受到其他漏洞影响，建议用户更新到安全版本。安全版本:傲盾 信息安全管理系统 > 7.1.7.24下载地址：https://www.aodun.com.cn/security\_info/security傲盾信息安全管理系统为商业软件，在升级过程中如有疑问，可联系官方。售后电话：400-690-5568技术支持QQ: 8009905568

**漏洞补丁**

暂无

**补丁链接**

暂无

**补丁使用说明**

https://www.aodun.com.cn/security\_info/security

**参考资料**

暂无